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3alnTta gaHHbIX B CEeTU



Mopaenb ISO/OSI

ISO — International Standards Organization

OSI — Open Systems Interconnection
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CeTeBble NakeThbl
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3alindopoBaHHOe coeINHeHne

TCP naket

IP naket

IP naket

LLindopoBaHune Ha TCP ypoBHe

LLindopoBaHue Ha IP ypoBHe

TCP 3aronioBoK [laHHble
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Yenoeek Tou4ka gocTyna
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TLS handshake
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Client Server Client Servet
* BepcuA NpoTokKona * Bepcud NpoToKona
* nojfepxvuBaemble a/ilropUuTMbl * nogaepxvuBaemMble anropuTMbl
LM poBaHNS LumcppoBaHUA
- * napameTpbl 4ns BbipaboTKK
* BEpCcKWA NpoToKona K/io4a ceccuin
* anropuTMm LWMPOBaH 1S * conb (32 Gaiita)
* cepTudukar >
*  aIroputm BoipaboTkK KYa

* Bepcus npoTokona
*  anropuTm WnchpoBaHms
*  anropuTM BbipaboOTKM Koua

ceccum
* MapameTpbl ANs BbipaboTKm
K/Ko4a ceccum

o, ceccum
* napameTpbl 4N BbipaboTkn
* NapameTpbl 4nAq Bbipaﬁﬂﬂ{m KITHOYA ceccun
KH4Ya cecChi > s COMb (32 ﬁﬂﬁTﬂ)
ﬁ « cepTudomkar
. * nognucaHHblil handshake
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BbipaboTka karya LmngpoBaHunS

Anroput™m Audpdpn-XenmaHa Ha

Anroputm [incpcpn-Xenmana NTMNTUYECKUX KpUBbIX (ECDH)
K, e“a mod N - K,
e mod N EP " K,
K = eXakb mod N K=p*K *K,_

CTaH4apTU30BaHHbIE MITUMNTUYECKUE KPUBbLIE:!
e X25519: y2 = x3 + 486662x2 + X, p = 9 Haf 2255-19 — KpmBasd MoOHTromepu

* secpl92kl, secpl92rl, secp224kl, secp224rl, secp384kl, secp384rl,
secp521kl, secp521rl



Ceptudumkarhl

NMona ceptudomnkra:
Bepcus
CepurHbIN HoMEpP
Anroputm nognucu
iMa nspatens
[Mepuoa nencrTeus
Msa cybbekTa
OTKPbITbIN K/THOY
cybbekTa
ID n3parens
ID cybbekTa
PacLumpeHud
[loanunck

CepTudpukaT 6€30NaCHOCTU canTa He ABNAETCH
AoBepeHHbIM!

Bkl nonumanuce OTEREITE , DAHaKD I'IpB,JJ,CTaBJ'IBHHbIﬁ CEPEEROM CEF]TI-"IEIJI-‘IKEIT He
ABNAETCA AOBEPEHHEIM ANA DI'IEpaLl'HDHHEIIFI CHETEME Balera MR, 3To MOMET 03HAYATE, 4T LaHHEIR
CEPEEP CrEHEHUpOEAN CORCTEEHHEIE BAHHEIE NOATEEPHOEHWA fEz0nacHoCTH, Ha KOTOpREIE GDDg|E
Chrome He MoxKeT nonarateca, nMbo SN0YMEIWWNEHHHE NEITIETCA NEREXEITHTE J3HHEIE
KOMMYHHEALHH. Ml He COBETYEM NPOA0ONAATE, 0COOBHHO ECIM BBl HE BMAENM Npeaynpexedun
LNA aToro caiTa paHes.

[ [NpofOmkHTE BCE pAEHD ] [ Hazag k fezonacHocTy

b NogpobHele cEeneHuA

Yrpo3bl Npu UCMNob30BaHUN HEAOBEPEHHbIX
cepTuukarTos:

* ATaka “yesioBek nocepeguHe”

* Kpaxa KoHhuaeHUMabHbIX AaHHbIX



Llenoyka cepTudonkaToB

WUmna canta

CA (certificale authority) — ueHTp
COpTHDHEALIM OTHpLITLIA KNioY cafTa

bpay3epbl XpaHAT KopHeBble CA cepTudomkarsl.



LIeHTPbI cepTngunkalmnm
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Virtural Private Network

VPN — 3aliuuieHHas fiormnyeckasa cetb, NOCTPoeHHad Ha 6ase
CETU C HU3KUM ypoBHEM Aosepuda. CTPoOUTCHA C UCMO/b30BaHNEM
KpunTtorpaguyeckmnx npoToKoN0B.

OO6bIYHO OCYLLECTB/SAETC
Ha CeTeBOM YPOBHE:

Wt

File server

e |PSec /4
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VPN-cepBuChI

* [logaepXvBaemble MPOTOKO/IbI.
* BO3MOXHOCTb BbIOOpa TOUKM BbIXOaaA.

* BepgeHue f10roB NpoBaiaepom, NpeaocTaB/ieEHNE X TPETbUM
nmugam.



Lilenoyka VPN cepBepoB




The Onion Router

1995r. - HauaTa pa3paboTka nNpoekTa B
iccneposarenskon nabopartopun BMC CLUA
2002r. - ony6nnkoBaH UCXOAHbIN Koa, Tor

10¢

2020r. - B ceTn okono 6000 ys3noB (metrics.torproject.org)

2004r. - B ceTnn okosio 20 y3noB

2008r. - Bbinyck Tor-opaysepa

OCHOBHble CMOHCOPbI: FOCYAaPCTBEHHbIN AenapTaMeHT r
MWUHNCTEPCTBO 060pOoHbI CLUA.



[1pOMEXYTOYHbIE Y3/1bl

6000 y3noB

1000 BbIXO4HbIX Y3/10B
10 directory authorities (DA)

2 MJ1H. nMosb3oBaTeneun

Guard Relay Encryption
Middle Relay Encryption

Exit Relay Encryption

Original Data




Tor MOCTbI

MocCTbl — Henyb6nmkyemsbie B 06LEeM AOCTYyNe Y3/bl.
[TpenocTaBnAT Proxy Ans Aoctyna B ceThb Tor.
[lonyyeHne agpeca MocTa:

e Ha caunTte bridges.torproject.org

* M0 noyTte c bridges@torproject.org


mailto:bridges@torproject.org

BbIXOAHbLIE Y3/1bl

OTBETCTBEHHbI 32 AENCTBUS NOSIb30BATENEN CETU:

* 2007r. - apectopBaH AnekcaHap AHcceH (F'epmaHud) no
0OBMHEHWIO O JTOXKHOM COO0OLLEHME O TeppakTe.

 5.04.2017r. - apectoBaH AMuTpunn boratoB No 06BNUHEHNIO B
Npur3bIiBax K TeppopusmMy n opraHnsaymm MaccoBbIX
6ecnopaakos.

e 11.02.2018r. 3aaepxaH AMuUTpmnn KNenmkoB No CXOXeEMY
06BUHEHMNIO.



Heartbleed

u @ Heartbeat request
Mepewnn MHe 6 GyKe
CAOEA MPHEET . \ Cepeep
i »
[ < & ‘MpHEET /
o —

ATaKyloLWm1H p Heartbleed request
/ ﬂepewnu I-II-IE- -u:uuue.

E-_.rl-: CnoB
\ NPHEEST" + L0000 Ga#T NAMATH /

14 nekabpa 2012 r. - pacnpocTtpaHunacb ¢ OpenSSL 1.0.1

1 anpensa 2014 r. - odomymansbHO coobuinnm 06 ownbke



CVE-2020-0601

[loBepeHHble cepTugurkarhbl [TpoBepka cepTudomnkara:
oT Windows B:

Windows10, Windows Server

2016 n Windows Server If (OK,, (E.,P,)) == (OK,, (E,,P,))

2019: then paBsHbl

(OK11 (E11P1))

(OK21 (E21P2)) .

(OKs, (E4,P3)) T (OK, == OK)
then paBHbl

NO/IKHO ObIThb:

pPea/IN30BaHo:



https://sesc-infosec.qgithub.io/
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